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Who We are

Founded In May 2017 By
Mo Hassine: ex Senior Director of Product Management
and Marketing at MPSTOR. Part of Founding Team,
Exited after acquisition S40M.

e Over 20 years Storage, cloud and H/W design expertise.

Bart Ptaszynski: ex Teamwork, Fidelity Investments,
Yazzgoth Ltd. Software solutions architect and software
engineer.

e Over 15 Years software development, 2 years as Enterprise
architecture at Fidelity
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Vision & Achievements

Build world class Integrated loT solutions

e Through the design, production and delivery and operation
of loT services

Provide Affordable and easy to use loT Products.
Offices in Ireland (Software Team),

e Sales Offices in UK and France
Achievements:

e Started the Company in 2017.

e ESA(European Space Agency) Project with DCU-Alpha
Completed April 2018.

e ESA-BIC incubation from October 2018
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loT Market will be massive

The loT market is expected to be one of the largest markets in the next 5 years, according to top market research
companies, the loT market will be worth over $11 Trillion Dollars by 2020, this is a very exciting market to be in,
however it is also a very crowded market.
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In a recent report, McKinsey estimates thot the Internet of Things could crecte o total volue of up to $11.1 trilion on an annuol basis by
2025 ond thot about 70% of this would be coptured by business-to-business solutions-leaving the volue of the consumer Internet ot
obout $3.5 trillion

In other words, the Industrial Internet will be worth more than twice the consumer Internet.
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~ Secure End-to-End loT Solution

Sensors and Controllers
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Secure loT Edge Gateway

Satellite/NB-1oT/GPRS Edge gateway device
Edge Computing for real-time Analytics.
loT Management providing:
®Failure detection of Infrastructure
®Failure prediction of Devices
®\Vulnerability and Intrusion detection
®Alerting

Provide a secure OTA (Over The AIR) update mechanism for field devices
Security Focus: Security is not an after thought.

Build secure API for Satellite integrators.

Provide seamless integration with Cloud providers (AWS/Google/Azure)
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“Continuous Security Monitoring

loT Sensor Device Monitors the
Infrastructure Real-time.

Monitor loT

Sensor
loT Sensor Device Reports Device

all data to Edge GW.
Report

Edge GW based on defined
Conditions will send Alert
in Real-time

Edge
GW
loT

Cloud

loT Cloud sends Alert to Feedback
user as well as building a

model for Al
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“Realtime Analytics Processing at the Edge
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Strong Feature Set

loT Intrusion Detection System
®Threat signatures
® Anomaly detection
®Honeypot
®Vulnerability rating
®|0C (Indication of Compromise Detection)

Machine learning for threat detection and prevention of 10T devices
® Model built used the IDS anomaly Detection
®Build a database of threats to be shared with all devices

Machine learning for device failure analysis and failure prediction of loT devices:
® Alert user of device failures before they happen.

® Build an smart model to deal with different failures.



Thank You

Mo Hassine, Co-Founder &CEO



mailto:mo.hassine@tisalabs.com
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The opportunity

oThe Examples of Disasters:

eRailway bridge collapse Malahide,Co. Dublin in 2009 just
after 2 trains went over it.

eThe Oroville Dam crisis in California once again has
America’s aging infrastructure in the headlines. President
Donald Trump has pledged to devote up to S1 trillion in
federal spending to infrastructure projects over the next
decade.

eAny device connecting to the Internet with an operating
system comes with the possibility of being compromised, in
turn becoming a backdoor for attackers into the enterprise



https://dcu-dot-yamm-track.appspot.com/Redirect?ukey=1Kq5w3rBuvUSAve39M_scpkqltWfYZ4wwJAr1idev-IE-405672769&key=YAMMID-18307249&link=http://bit.ly/2xyBriB
http://www.marketwatch.com/story/the-true-cost-of-fixing-americas-infrastructure-2017-02-14-134635
https://cdn.ttgtmedia.com/digitalguide/images/Misc/EA-Marketing/Eguides/Prevent-Enterprise-IoT-Security-Challenges.pdf
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Our Solution

ESP +

Cloud Portal
Sensor +

LoRa
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LoRa module

ESP +
Sensor +
LoRa




2 e
Tlscsl_ab/_\

“Realtime Analytics Processing at the Edge
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Revenue Stream

We are looking at the following aspects of revenue:
ePen Testing
eloT Saa$s
eEdge GW
eloT GW Support
eloT Devices
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Intellectual Property

loT Intrusion Detection System
®Threat signatures
® Anomaly detection
®Honeypot
®Vulnerability rating
®|0C (Indication of Compromise Detection)

Machine learning for threat detection and prevention of 10T devices
® Model built used the IDS anomaly Detection
®Build a database of threats to be shared with all devices
Machine learning for device failure analysis and failure prediction of loT devices:
® Alert user of device failures before they happen.
®Build an smart model to deal with different failures.
loT device models for the Enterprise user:

® Create models for devices based
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Strong Feature set

Monitor loT infrastructure Security and Vulnerability
Monitor loT infrastructure Health

Real-time Analytics Processing at the Edge
Easy Update and Upgrades, with remote Accessibility



